Avoid Phishing Scams
Stay vigilant in detecting phishing attempts

What to look for when identifying a phishing attempt:
• Improper spelling or grammar
• The hyperlinked URL is different from the one shown in the email
• The email urges you to take immediate action
• The email requests for personal information
• The email says you’ve won a contest you haven’t entered
• The email includes suspicious attachments

What to do when you have been phished:
• Contact IT
• Change passwords for your online logins, but do it from a phone or a different PC